The Presbytery of the North East and the Northern Isles (“Presbytery”)
 RECORD OF PROCESSING

21 September 2023
The following record of processing sets out the purposes for which the Presbytery collects and uses personal information, the legal bases for the processing, how the information is stored and retained and whether it is shared with any third parties, particularly any based outside of the European Economic Area.  The Presbytery will only share information with third parties or transfer it internationally in accordance with data protection legislation.

The Presbytery is registered with the Information Commissioner’s Office and collects and uses personal information in accordance with its privacy notice and its legitimate interests assessment.  It retains information as dictated by its data retention schedule.

The Presbytery processes personal information to enable it to provide spiritual and practical leadership and encouragement to its ministers, office-bearers congregations and to exercise supervisory and disciplinary functions in respect of the congregations within its bounds;  to fulfill contractual or other legal obligations; to manage its employees; to further the charitable purpose of the Church of Scotland, namely the advancement of religion; to maintain its accounts and records; if CCTV is in place, the purpose is the prevention and detection of crime.
Contact details: For any queries in relation to this Record of Processing, please contact the Presbytery Clerk / Depute Clerk, neni@churchofscotland.org.uk, 01224 049933.
	Record of Processing for the Presbytery of the North East and the Northern Isles

	Categories of Data
	Categories of Data Subjects
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	Legal Basis for Processing
	How is information stored
	Is the information held in accordance with the Presbytery’s Data Retention Schedule?
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	Safeguarding records
	Children, members, those attending worship
	Contact information
	Legitimate interests and GDPR Article 9(2)(d)
	Electronically in password protected files.  On paper in locked filing cabinet
	Yes
	N/A
	No

	Lets of halls or other property
	Third parties
	Contact information
	Contract
	Electronically in password protected files.  On paper in locked filing cabinet
	Yes
	N/A
	No

	Employment
	Employees
	Contact information, health information where relevant, PVG certification where relevant
	Legal requirement
	Electronically in password protected files.  On paper in locked filing cabinet
	Yes
	HMRC and/or accountants, Church of Scotland Payroll Department, pension providers 
	No

	Volunteers
	Volunteers
	Contact information, health information where relevant, PVG certification where relevant
	Legitimate interests and GDPR Article 9(2)(d)
	Electronically in password protected files.  On paper in locked filing cabinet
	Yes
	N/A
	No

	Outreach
	Members of the community
	Contact information
	Legitimate interests or consent
	Electronically in password protected files.  On paper in locked filing cabinet
	Yes
	N/A
	No

	Databases for newsletters/

publications
	Members, former members
	Contact information
	Legitimate interests or consent
	Electronically in password protected files.  On paper in locked filing cabinet
	Yes
	N/A
	No

	Donations and gift aid
	Members, former members
	Financial information, contact information
	Legitimate interests and GDPR Article 9(2)(d) or consent
	Electronically in password protected files.  On paper in locked filing cabinet
	Yes
	Information is shared with our bank 
	No

	Pastoral support
	Members, former members, ministers, employees, volunteers
	Contact information, health information
	Legitimate interests and GDPR Article 9(2)(d) or consent
	Electronically in password protected files.  On paper in locked filing cabinet
	Yes
	N/A
	No

	Minutes of meetings
	Members, former members
	Names of members; former members; contact information
	Public domain if the meeting is public otherwise Legitimate interests and GDPR Article 9(2)(d) 
	Electronically in password protected files.  On paper in locked filing cabinet
	Yes.  
	Minutes of public meetings are made available to the public on request.
	No

	Presbytery events


	Members, those in contact with the Presbytery
	Contact information
	Contract, legitimate interests and GDPR Article 9(2)(d) or consent
	Electronically in password protected files.  On paper in locked filing cabinet
	Yes
	Where required, information may be shared with third parties assisting with events.
	No


